Załącznik nr 1 do zapytania ofertowego

**O P I S P R Z E D M I O T U Z A M Ó W I E N I A**

**pn. Sporządzenie diagnozy cyberbezpieczeństwa w projekcie realizowanym w ramach Programu Operacyjnego Polska Cyfrowa na lata 2014-2020 Osi Priorytetowej V Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia REACT-EU działania 5.1 Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia dotycząca realizacji projektu grantowego „Cyfrowa Gmina” o numerze POPC.05.01.00-00-0001/21-00.**

1. **Cele projektu:**

Proces cyfryzacji samorządu terytorialnego wymaga szybkiego wdrażania nowoczesnych i bezpiecznych narzędzi informatycznych oraz ich elastycznego wykorzystania.

Cele jakie Urząd chce osiągnąć w ramach realizacji grantu są zbieżne z celami POPC oraz celami działań w SZOOP, a są to mianowicie umożliwienie oraz poprawa realizacji usług publicznych na drodze teleinformatycznej, poprzez zwiększenie cyfryzacji instytucji samorządowych, a także zwiększenie cyberbezpieczeństwa.

**Cel główny projektu zostanie osiągnięty w wyniku realizacji rzeczowej niżej wymienionych działań:**

1. Diagnoza cyberbezpieczeństwa

Szczegółowy zakres diagnozy bezpieczeństwa, zawarty jest w załączniku nr 1 do zapytania ofertowego: *„Formularz\_informacji\_związanych\_z\_przeprowadzeniem\_diagnozy\_cyberbezpieczeństwa”.*

Diagnoza Cyberbezpieczeństwa musi być przeprowadzona przez osobę posiadającą uprawnienia wykazane w *Rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audyt.*

Załączniki do opisu diagnozy cyberbezpieczeństwa:

* Formularz\_informacji\_związanych\_z\_przeprowadzeniem\_diagnozy\_cyberbezpieczeństwa
* Rozporządzenie Mini.\_Cyfryzacji\_wykaz\_certyfikatów\_uprawniających\_do\_przeprowadzenia\_audytu