**UMOWA**

**O UDOSTĘPNIANIE DANYCH OSOBOWYCH**

Zawarta w dniu **…………………. 2020 r.** pomiędzy:

Zespołem Opieki Zdrowotnej w Bolesławcu, 59-700 Bolesławiec, ul. Jeleniogórska 4 (NIP: 612-15-42-507; REGON: 000310338), zarejestrowanym w Sądzie Rejonowym dla Wrocławia – Fabrycznej we Wrocławiu, IX Wydział Gospodarczy Krajowego Rejestru Sądowego pod nr 0000024307 w imieniu, którego działa:

1. Kamil Barczyk – Dyrektor

a

**……………………………………………………………………………………………………………… .**

- zwanymi dalej jako „Strony”

**§ 1 (Postanowienia ogólne)**

1. W związku z obowiązywaniem rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku
z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych zwane dalej jako „RODO”)

- Strony postanawiają zawrzeć umowę o udostępnianie danych.

1. Umowa o udostępnienie danych ma na celu realizację umowy głównej – **ZOZ/NZP/ ….. /leki i kontrasty/A/20.**
2. Umowa o udostępnianie danych zostaje zawarta pomiędzy Stronami, z których każda jest administratorem danych osobowych w rozumieniu art. 4 pkt 7 RODO i jednocześnie stroną trzecią w rozumieniu art. 4 pkt 7 i 10 RODO.
3. Umowa zostaje zawarta na czas obowiązywania umowy głównej.

**§ 2 (ogólne zasady udostępnienia)**

1. Dane osobowe udostępniane obejmują następujące kategorie i zakres:
2. imię i nazwisko,
3. stanowisko pracy,
4. adres e-mail
5. Jeżeli jest to niezbędne na podstawie art. 6 ust. 1 RODO, Strony pozyskają odpowiednie zgody na przetwarzanie danych osobowych.
6. Zakres i kategorie danych, o których mowa w § 2 ust. 1 umowy mogą być rozszerzane lub zawężane przez Strony w drodze odrębnego porozumienia zawartego pisemnie lub za pośrednictwem poczty elektronicznej.
7. Przetwarzanie i ochrona danych osobowych odbywają się na podstawie RODO
z uwzględnieniem obowiązujących przepisów krajowych.
8. Użyte w umowie pojęcia oznaczają:
9. dane osobowe: „wszelkie informacje o zidentyfikowanej lub możliwej do zidentyfikowania osoby fizycznej ("osobie, której danej dotyczą"); możliwa do zidentyfikowania osoba fizyczna to osoba, którą można bezpośrednio lub pośrednio zidentyfikować, w szczególności na podstawie identyfikatora, takiego jak imię i nazwisko, numer identyfikacyjny, dane o lokalizacji, identyfikator internetowy lub jeden bądź kilka szczególnych czynników określających fizyczną, fizjologiczną, genetyczną, psychiczną, ekonomiczną, kulturową lub społeczną tożsamości tej osoby fizycznej”;
10. przetwarzanie: „każda operacja lub zestaw operacji wykonywanych na danych osobowych lub zestawach/zbiorach danych osobowych w sposób zautomatyzowany lub niezautomatyzowany, taka jak zbieranie, utrwalanie, organizowanie, adaptowanie lub modyfikowanie, pobieranie, przeglądanie, wykorzystywanie, ujawnianie przez przesłanie, rozpowszechnianie lub innego rodzaju udostępnianie, dopasowywanie lub łączenie, ograniczanie, usuwanie lub niszczenie”.
11. Celem udostępnienia danych osobowych jest realizacja umowy głównej.
12. Udostępnienie danych osobowych w zakresie, o którym mowa w § 2 ust. 1 następuje wyłącznie w celu, o którym mowa w § 2 ust. 6 umowy, i na czas jej obowiązywania chyba, że co innego wynika z powszechnie obowiązującego prawa krajowego lub unijnego.

**§3 (obowiązki Stron)**

1. Strony oświadczają, że wdrożyły rozwiązania organizacyjne i techniczne, o których mowa
w art. 24 ust. 1 oraz art. 32 ust. 1 RODO i będą w sposób należyty realizować obowiązki dotyczące ochrony danych osobowych, o których mowa w RODO a także w innych powszechnie obowiązujących. , aby zapewnić stopień bezpieczeństwa i poufności odpowiadający ryzyku naruszenia praw lub wolności osób fizycznych, których dane osobowe będą przetwarzane na podstawie umowy.
2. Strony przetwarzają dane osobowe wyłącznie zgodnie z celami określonymi w umowie, chyba że co innego wynika z obowiązującego prawa krajowego lub unijnego. Wówczas poinformują drugą stronę o tym obowiązku prawnym, o ile prawo to nie zabrania udzielania takiej informacji z uwagi na ważny interes publiczny.
3. Strony udzielają dostępu do danych osobowych wyłącznie osobom, które ze względu na zakres wykonywanych zadań otrzymały stosowne upoważnienie do ich przetwarzania oraz wyłącznie w celu wykonywania obowiązków wynikających z umowy.
4. Strony będą się wspierać w ochronie danych osobowych, poprzez stosowanie odpowiednich środków technicznych i organizacyjnych, w realizacji obowiązku odpowiadania na żądania osób, których dane dotyczą, w zakresie wykonywania ich praw określonych w rozdziale III RODO (w tym w szczególności w art. 32–36 RODO).
5. Strony zobowiązują się przechowywać dane osobowe tylko tak długo jak jest niezbędne dla wykonania umowy głównej chyba, że powszechnie obowiązujący przepis stanowi co innego. Strony będą także, bez zbędnej zwłoki, aktualizować, poprawiać, zmieniać, zanonimizować, ograniczać przetwarzanie lub usuwać wskazane dane osobowe oraz wzajemnie się o tym fakcie informować.

**§ 4 (rozwiązania organizacyjne i techniczne)**

Strony zgodnie oświadczają, że wdrażają i stosują odpowiednie środki techniczne i organizacyjne, w celu zapewnienia stopnia bezpieczeństwa odpowiedniego do ryzyka naruszenia praw lub wolności osób fizycznych, których dane osobowe są przetwarzane na podstawie umowy, w szczególności ryzyka wynikającego z przypadkowego lub niezgodnego z prawem zniszczenia, utraty, modyfikacji, nieuprawnionego ujawnienia lub nieuprawnionego dostępu do danych osobowych przesyłanych, przechowywanych lub w inny sposób przetwarzanych.

**§ 5 (Przetwarzanie danych i transfer danych osobowych)**

1. Strony mogą powierzyć przetwarzanie danych osobowych podmiotowi przetwarzającemu te dane tylko na zasadach określonych w art. 28 ust. 1-10 RODO na ten sam okres jaki im samym przysługuje na podstawie umowy.
2. Strony zapewnią, że będą korzystały wyłącznie z usług takich podmiotów przetwarzających, które zapewniają wystarczające gwarancje wdrożenia odpowiednich środków technicznych
i organizacyjnych, by przetwarzanie spełniało wymogi RODO (art. 28 i art. 32 RODO) oraz przepisów obowiązującego prawa z zakresu ochrony danych osobowych.
3. Strony nie mogą, przekazywać (transferować) danych osobowych do państwa trzeciego, które znajduje się poza Europejskim Obszarem Gospodarczym („EOG”).

**§ 6 (naruszenia)**

1. Jeżeli stwierdzone zostanie naruszenie ochrony danych osobowych lub możliwość takiego naruszenia, każda ze Stron bez zbędnej zwłoki, nie dłużej jednak niż w ciągu 24 godzin, zgłosi drugiej stronie incydent, informując o okolicznościach tego naruszenia i potencjalnych zagrożeniach dla ochrony danych osobowych. Opisze przy tym charakter naruszenia ochrony danych osobowych, w tym w miarę możliwości wskaże kategorię i przybliżoną liczbę osób, których dane dotyczą oraz kategorię i przybliżoną liczbę wpisów danych osobowych, których dotyczy naruszenie. Opisze także środki zastosowane lub proponowane w celu zaradzenia naruszeniu ochrony danych osobowych, w tym środki w celu zminimalizowania ewentualnych negatywnych skutków naruszenia ochrony danych osobowych.
2. Strony bez zbędnej zwłoki podejmują wszelkie rozsądne działania mające na celu ograniczenie i naprawienie negatywnych skutków naruszenia.
3. Strony są uprawnione i zobowiązane do powiadamiania o naruszeniu osób, których dane dotyczą.

**§ 7 (postanowienia końcowe)**

1. Umowa została sporządzona w dwóch równo brzmiących egzemplarzach.
2. Wszelkie zmiany umowy wymagają formy pisemnej, z wyjątkiem przypadku, o którym mowa w § 2 ust. 3 umowy.

PODPISY:

**ZAMAWIAJĄCY WYKONAWCA**