**ZAPYTANIE OFERTOWE**

na przeprowadzenie diagnozy cyberbezpieczeństwa w ramach projektu „Cyfrowa Gmina”

Zamawiający:

**GMINA BIAŁOBRZEGI**

**ul. Plac Zygmunta Starego 9**

**26-800 Białobrzegi**

NIP 7981458304, Regon 670332204

zaprasza do złożenia oferty w zamówieniu, którego przedmiotem jest przeprowadzenie diagnozy cyberbezpieczeństwa w ramach projektu „Cyfrowa Gmina”.

1. **Przedmiot zamówienia** 
   1. Przedmiotem zamówienia jest:

Przeprowadzenie diagnozy cyberbezpieczeństwa jednostki samorządu terytorialnego – Urzędu Miasta i Gminy w Białobrzegach (dalej: Diagnoza);

* 1. Diagnoza musi być przeprowadzona w zakresie określonym w „Formularzu informacji związanych z przeprowadzeniem diagnozy cyberbezpieczeństwa” stanowiącym załącznik nr 8 do Regulaminu Konkursu Grantowego Cyfrowa Gmina (załączony również do niniejszego zapytania jako Załącznik nr 3).
  2. Diagnoza musi być przeprowadzona przez osobę posiadająca uprawnienia wskazane w Rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu.
  3. Diagnoza może zostać przeprowadzona w sposób zdalny z zachowaniem wszystkich standardów jej realizacji.
  4. Jednostki samorządu terytorialnego biorące udział w projekcie „Cyfrowa Gmina” są zobowiązane do przeprowadzenia diagnozy cyberbezpieczeństwa będącej przedmiotem niniejszego zamówienia. Niezwłocznie po jej przeprowadzeniu, jej wyniki mają być przekazane przez Zamawiającego do Naukowej i Akademickiej Sieci Komputerowej – Państwowego Instytutu Badawczego (NASK) za pośrednictwem platformy ePUAP. Dane z diagnozy przekazane przez JST do NASK posłużą do opracowania raportu na temat stanu bezpieczeństwa systemów jednostek samorządowych. Wykonawca jest zobowiązany mieć na uwadze powyższy cel przeprowadzenia Diagnozy i jej przeznaczenie.
  5. Zamówienie jest współfinansowane ze środków Europejskiego Funduszu Rozwoju Regionalnego w ramach Programu Operacyjnego Polska Cyfrowa, Oś V. Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia - REACT-EU, Działanie 5.1 Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia.

1. **Termin wykonania zamówienia**

Zamówienie należy wykonać w nieprzekraczalnym terminie **14 dni kalendarzowych** od dnia udzielenia zlecenia.

1. **Warunki udziału w postępowaniu o udzielenie zamówienia**
   1. W zamówieniu mogą wziąć udział wykonawcy spełniający warunek zdolności technicznej lub zawodowej. Zamawiający uzna warunek za spełniony, jeśli Wykonawca oświadczy w treści formularza oferty, że:

* dysponuje lub będzie dysponował co najmniej jedną osobą, która będzie uczestniczyć w wykonywaniu zamówienia w zakresie przeprowadzenia Diagnozy, posiadającą uprawnienia wykazane w Rozporządzeniu Ministra Cyfryzacji z dnia 12 października 2018 r. w sprawie wykazu certyfikatów uprawniających do przeprowadzenia audytu.

1. **Kryteria oceny ofert**
   1. W celu wyboru najkorzystniejszej oferty, Zamawiający przyjął jako jedyne kryterium oceny ofert najniższą cenę brutto.
   2. Oferta musi zawierać ostateczną sumaryczną cenę obejmującą wszystkie koszty związane z realizacją zadania niezbędne do jego wykonania z uwzględnieniem wszystkich opłat i podatków (w tym podatek VAT - dotyczy podmiotu będącego czynnym podatnikiem podatku VAT).
   3. Zamawiający powierzy realizację zamówienia Wykonawcy, którego oferta spełnia wymogi opisane w zaproszeniu i który zaproponuje najniższą łączną cenę brutto.
2. **Informacje o formalnościach, jakie muszą zostać dopełnione przed zawarciem umowy**
   1. Zamawiający poinformuje wykonawcę, którego oferta została wybrana jako najkorzystniejsza o miejscu i terminie zawarcia umowy.
   2. Przed terminem zawarcia umowy Wykonawca przekaże Zamawiającemu kopie certyfikatów, o których mowa w pkt. 3.1.
   3. Niedopełnienie obowiązku wynikającego z pkt. 5.2. powyżej może zostać uznane przez Zamawiającego za równoznaczne z odmową lub uchylaniem się Wykonawcy od podpisania umowy.
3. **Informacje dotyczące przygotowania i złożenia oferty**
   1. Termin składania ofert - do dnia **23.06.2023r., godz. 10:00.**
   2. Ofertę należy sporządzić przy wykorzystaniu formularza stanowiącego Załącznik nr 1 do niniejszego Zapytania ofertowego wraz z Załącznikiem nr 2 Oświadczeniem o braku powiązań osobowych lub kapitałowych.
   3. Sposób przygotowania oferty: ofertę należy złożyć poprzez system zakupowy udostępniony przez Zamawiającego pod adresem <https://platformazakupowa.pl/pn/bialobrzegi>
4. **Osoba upoważniona do kontaktu z wykonawcami:**

Przemysław Woźniak, kontakt przez platformę zakupową.

*Przemysław Woźniak*

*Naczelnik Wydziału Inwestycji*

**Załączniki**

1. Formularz oferty.

2. Oświadczenie o braku powiązań osobowych lub kapitałowych.

3. Formularz informacji związanych z przeprowadzeniem diagnozy cyberbezpieczeństwa.