**UMOWA POWIERZENIA PRZETWARZANIA DANYCH OSOBOWYCH**

zawarta w dniu ……………………..

pomiędzy:  
**Gminnym Ośrodkiem Pomocy Społecznej w Mikołajkach Pomorskich, ul. Dzierzgońska 2, 82-433 Mikołajki Pomorskie, NIP 579 18 30 455, REGON: 002797787,** zwanym w dalszej części umowy **„Administratorem”**reprezentowanym przez ***Kierownika Panią Irenę Kamrowską***,

a

**………………………………………………………………………………………………..……………………………………………………………………………………………………..**KRS ……………………..., NIP: …………………., , Regon: ………………………………..   
reprezentowaną przez: …………………………………………………………………………..  
zwaną dalej **Zleceniobiorcą**.  
Zwanych łącznie **Stronami.**

Zważywszy, że w dniu ……………….. 2023 roku Strony zawarły umowę o **Tymczasowe schronienie dla osób bezdomnych, w tym tymczasowe schronienie dla osób bezdomnych z usługami opiekuńczymi na rok 2023**, zwaną dalej **Umową** **o tymczasowe schronienie dla osób bezdomnych, w tym tymczasowe schronienie dla osób bezdomnych z usługami opiekuńczymi na rok 2023,** Strony postanawiają zawrzeć niniejszą umowę powierzenia przetwarzania danych, zwaną dalej **Umową,** o następującej treści.

**§ 1.**

**Powierzenie przetwarzania danych osobowych**

1. Administrator danych powierza Podmiotowi przetwarzającemu na zasadach określonych w art. 28 ogólnego rozporządzenia o ochronie danych z dnia 27 kwietnia 2016 r. (zwanego w dalszej części „Rozporządzeniem”) dane osobowe do przetwarzania, na zasadach i w celu określonym w niniejszej umowie.
2. Podmiot przetwarzający zobowiązuje się przetwarzać powierzone mu dane osobowe zgodnie z niniejszą umową, Rozporządzeniem oraz z innymi przepisami prawa powszechnie obowiązującego, które chronią prawa osób, których dane dotyczą.
3. Podmiot przetwarzający oświadcza, iż stosuje środki bezpieczeństwa spełniające wymogi Rozporządzenia.

**§ 2.**

**Zakres i cel przetwarzania danych**

1. Podmiot przetwarzający będzie przetwarzał, powierzone na podstawie niniejszej umowy następujące dane osobowe należące do Administratora:
2. imię i Nazwisko,
3. adres zamieszkania
4. PESEL
5. Powierzone przez Administratora danych dane osobowe będą przetwarzane przez Podmiot przetwarzający wyłącznie w celu i zakresie niezbędnych, do realizacji ustawowych zadań Miejskiego Ośrodka Pomocy Społecznej w Dzierzgoniu w celu związanym z postępowaniem o udzielenie zamówienia publicznego pn. „**Tymczasowe schronienie dla osób bezdomnych, w tym tymczasowe schronienie dla osób bezdomnych z usługami opiekuńczymi na rok 2023”**,

**§ 3.**

**Obowiązki i odpowiedzialność podmiotu przetwarzającego**

1. Podmiot przetwarzający zobowiązuje się, przy przetwarzaniu powierzonych danych osobowych, do ich zabezpieczenia poprzez stosowanie odpowiednich środków technicznych i organizacyjnych zapewniających adekwatny stopień bezpieczeństwa odpowiadający ryzyku związanym   
   z przetwarzaniem danych osobowych, o których mowa w art. 32 Rozporządzenia.
2. Podmiot przetwarzający zobowiązuje się dołożyć należytej staranności przy przetwarzaniu powierzonych danych osobowych.
3. Podmiot przetwarzający zobowiązuje się do nadania upoważnień do przetwarzania danych osobowych wszystkim osobom, które będą przetwarzały powierzone dane w celu realizacji niniejszej umowy.
4. Podmiot przetwarzający zobowiązuje się powiadamiać Administratora dostarczając:
5. wyniki szacowania ryzyka w związku z przetwarzaniem i ochroną danych osobowych:
6. datowane jako ostatnia wersja przed podpisaniem niniejszej umowy – stanowić będzie załącznik nr 1 do niniejszej umowy,
7. co najmniej 1 raz na 6 miesięcy,
8. w każdym przypadku, gdy Podmiot przetwarzający odnotuje ocenę ryzyka na poziomie nieakceptowalnym (wysokim) powodującym poważne skutki dla ochrony danych osobowych – bezzwłocznie, a najpóźniej w ciągu 24 godzin od stwierdzenia takiego faktu,
9. wyniki szacowania ryzyka swoich podmiotów przetwarzających, które w związku z odrębnymi umowami przetwarzają dane powierzone przez Administratora – co najmniej 1 raz na 6 miesięcy,
10. informację o incydentach i naruszeniach Rozporządzenia – bezzwłocznie, a najpóźniej w ciągu 24 godzin od powzięcia informacji o incydencie lub naruszeniu ochrony danych osobowych,
11. informację o działaniach podjętych w celu uzyskania statusu zgodności w związku z incydentem, naruszeniem ochrony danych osobowych lub w związku z nieakceptowalną oceną ryzyka – bezzwłocznie, a najpóźniej w ciągu 24 godzin od czasu podjęcia decyzji o takich działaniach,
12. rejestr czynności przetwarzania:
13. datowany jako ostatnia wersja przed podpisaniem niniejszej umowy – stanowić będzie załącznik nr 2 do niniejszej umowy,
14. po każdej zmianie w rejestrze, dotyczącej przetwarzania danych Administratora,
15. rejestr kategorii czynności przetwarzania:
16. datowany jako ostatnia wersja przed podpisaniem niniejszej umowy – stanowić będzie załącznik nr 3 do niniejszej umowy,
17. po każdej zmianie w rejestrze, dotyczącej przetwarzania danych Administratora,
18. wyniki audytów, kontroli i inspekcji w zakresie lub obejmujących ochronę danych osobowych, prowadzonych przez instytucje administracji publicznej i instytucje akredytowane w przypadkach, gdy stwierdzone zostaną niezgodności i przekazane zostaną rekomendacje dotyczące doskonalenia – bezzwłocznie, a najpóźniej w ciągu 24 godzin od czasu otrzymania raportu (protokołu) z audytu, kontroli czy inspekcji.
19. Powiadomienia o których mowa w § 3 ust. 4 niniejszej umowy należy składać Administratorowi pocztą e-mail [**gops82433@interia.pl**](mailto:gops82433@interia.pl) za zwrotnym potwierdzeniem lub za potwierdzeniem telefonicznym na nr 536 875 456 (zaleca się sporządzenie notatki z takiej rozmowy), osobiście w siedzibie administratora lub w inny sposób, jednakże należy mieć na względzie, iż informacje te powinny znaleźć się fizycznie w posiadaniu Administratora przed upłynięciem wskazanych terminów.
20. Składając powiadomienie Podmiot przetwarzający zobowiązany jest do poszanowania zasad anonimizacji i/lub szyfrowania i/lub pseudonimizacji danych, tak by Administrator nie otrzymywał danych i informacji, do których nie jest uprawniony.
21. Podmiot przetwarzający pomaga Administratorowi w niezbędnym zakresie wywiązywać się z obowiązku odpowiadania na żądania osoby, której dane dotyczą oraz wywiązywania się z obowiązków określonych w art. 32-36 Rozporządzenia.
22. Podmiot przetwarzający jest odpowiedzialny za udostępnienie lub wykorzystanie danych osobowych niezgodnie z treścią niniejszej umowy, a w szczególności za udostępnienie powierzonych do przetwarzania danych osobowych osobom nieupoważnionym.
23. Podmiot przetwarzający zobowiązuje się do niezwłocznego poinformowania Administratora danych o jakimkolwiek postępowaniu, w szczególności administracyjnym lub sądowym, dotyczącym przetwarzania przez Podmiot przetwarzający danych osobowych określonych w niniejszej umowie, o jakiejkolwiek decyzji administracyjnej lub orzeczeniu dotyczącym przetwarzania tych danych, skierowanych do Podmiotu przetwarzającego, a także o wszelkich planowanych, o ile są wiadome, lub realizowanych audytach, kontrolach i inspekcjach dotyczących przetwarzania w Podmiocie przetwarzającym tych danych osobowych, w szczególności prowadzonych przez inspektorów upoważnionych przez organ nadzoru. Niniejszy ustęp dotyczy wyłącznie danych osobowych powierzonych przez Administratora danych.
24. Podmiot przetwarzający ponosi pełną odpowiedzialność za szkody jakie powstaną u Administratora lub osób i instytucji trzecich w wyniku niezgodnego z niniejszą umową, przetwarzania powierzonych danych osobowych.

**§ 4.**

**Prawo audytu**

1. Administrator danych zgodnie z art. 28 ust. 3 pkt h) Rozporządzenia ma prawo audytu, w celu weryfikacji czy środki zastosowane przez Podmiot przetwarzający przy przetwarzaniu i zabezpieczeniu powierzonych danych osobowych spełniają postanowienia niniejszej umowy.
2. Administrator danych realizować będzie prawo audytu w godzinach pracy Podmiotu przetwarzającego i z minimum 7 dniowym jego uprzedzeniem, chyba że audyt dotyczy sytuacji, w której stwierdzono incydent lub naruszenie – wówczas audyt odbywać się będzie niezwłocznie.
3. Podmiot przetwarzający zobowiązuje się:
4. poddać audytowi Administratora oraz podjąć wszelkie niezbędne działania zapewniające uzyskanie zgodności z wymaganiami Rozporządzenia według rekomendacji z audytu,
5. w przypadku stwierdzenia niezgodności z Rozporządzeniem, ponieść koszty audytu i ponownego audytu (reaudyt) mającego na uwadze sprawdzenie statusu zgodności z Rozporządzeniem, bezpośrednio po okresie wyznaczonym w rekomendacjach z audytów, o których mowa w § 4 ust. 3 punkt 3); w przypadku braku niezgodności wywołujących rekomendacje, koszt audytu spoczywa na Administratorze.
6. audyty odbywać się będą:
7. jeden raz w roku – w ustalonym przez strony terminie sprawdzenia statusu zgodności   
   z Rozporządzeniem,
8. każdorazowo w celu sprawdzenia statusu zgodności rekomendacji poaudytowych   
   z audytu, o którym mowa w § 4 ust. 3 punkt 3a) – termin wyznaczony zostanie podczas audytu o którym mowa w § 4 ust. 3 punkt 3a),
9. każdorazowo w przypadku zgłoszonego incydentu lub naruszenia ochrony danych osobowych,
10. każdorazowo w przypadku wydania rekomendacji z audytu, o którym mowa w § 4 ust. 3 punkt 3c) – termin wyznaczony zostanie podczas audytu, o którym mowa w § 4 ust. 3 punkt 3c),
11. każdorazowo w przypadku braku dostarczenia Administratorowi informacji, o których mowa w § 3 ust. 4 odpowiednio,
12. każdorazowo w przypadku wydania rekomendacji z audytu, o którym mowa w § 4 ust. 3 punkt 3e) – termin wyznaczony zostanie podczas audytu, o którym mowa w § 4 ust. 3 punkt 3e).
13. Rekomendacje z audytów wystawiane będą tylko w przypadkach stwierdzenia:
14. naruszenia wymagań Rozporządzenia adekwatnych dla Podmiotu przetwarzającego i jego podwykonawców,
15. naruszenia postanowień niniejszej umowy,
16. zagrożeń istotnych z punktu widzenia wzrostu ryzyka do poziomu nieakceptowalnego (wysokiego) po stronie Administratora,
17. incydentów bezpieczeństwa informacji w związku z przetwarzaniem powierzonych danych osobowych przez Podmiot przetwarzający i jego podwykonawców,
18. niedostatecznych zabezpieczeń danych osobowych i systemów teleinformatycznych Podmiotu przetwarzającego i jego podwykonawców.
19. Podmiot przetwarzający zobowiązany jest przedstawić Administratorowi informację o sposobach i metodach realizacji rekomendacji (to jest przeprowadzeniu działań neutralizujących niezgodność, np. działania korygujące, zapobiegawcze, zamknięcie incydentu, minimalizację nieakceptowalnego ryzyka, minimalizację nieakceptowalnych skutków przetwarzania) wraz z oczekiwanym wynikiem, na potrzeby ponownego audytu (reaudytu) niezwłocznie po otrzymaniu raportu z audytu.
20. Podmiotowi przetwarzającemu przysługuje prawo wniesienia sprzeciwu do Administratora w sposób pisemnie uzasadniony w przypadku, gdy nie zgadza się on z rekomendacjami z audytu, w terminie 7 dni od dnia jego zakończenia. Po tym terminie Podmiot przetwarzający zobowiązany jest rekomendacjami.
21. W przypadku uznania przez Administratora sprzeciwu, o którym mowa w § 4 ust. 6 niniejszej umowy, poszczególne rekomendacje tracą moc. Sytuacja taka, jednakże jest możliwa wyłącznie, gdy nie nastąpi wzrost oceny ryzyka u Administratora do poziomu nieakceptowalnego (wysokiego).
22. Podmiot przetwarzający udostępnia Administratorowi wszelkie informacje niezbędne do wykazania spełnienia obowiązków określonych w art. 28 Rozporządzenia.
23. Administrator przeprowadza audyty i ponowne audyty (reaudyty) angażując wyspecjalizowany podmiot zewnętrzny.

**§ 5.**

**Dalsze powierzenie danych do przetwarzania**

1. Podmiot przetwarzający może powierzyć dane osobowe objęte niniejszą umową do dalszego przetwarzania podwykonawcom jedynie w celu wykonania umowy merytorycznej po uzyskaniu uprzedniej pisemnej zgody Administratora danych.
2. Przekazanie powierzonych danych do państwa trzeciego może nastąpić jedynie na pisemne polecenie Administratora danych, chyba że obowiązek taki nakłada na Podmiot przetwarzający prawo Unii Europejskiej lub prawo państwa członkowskiego, któremu podlega Podmiot przetwarzający. W takim przypadku przed rozpoczęciem przetwarzania Podmiot przetwarzający informuje Administratora danych o tym obowiązku prawnym, o ile prawo to nie zabrania udzielania takiej informacji z uwagi na ważny interes publiczny.
3. Podwykonawca winien spełniać te same gwarancje i obowiązki jakie zostały nałożone na Podmiot przetwarzający w niniejszej umowie, włącznie z prawem do wykonywania audytu przez Administratora analogicznie do przypadków, o których mowa w § 4 ust. 3 niniejszej umowy.
4. Podmiot przetwarzający ponosi pełną odpowiedzialność wobec Administratora oraz osób, których dane osobowe zostały przekazane do przetwarzania za niewywiązanie się ze spoczywających na podwykonawcy obowiązków ochrony danych, na podstawie art. 82 i 83 RODO oraz na podstawie innych – adekwatnych aktów prawa Unii Europejskiej, prawa państw członkowskich Unii Europejskiej oraz na podstawie prawa polskiego.

**§ 6.**

**Czas obowiązywania i warunki rozwiązania umowy**

1. Niniejsza umowa obowiązuje od dnia jej zawarcia przez czas nieokreślony.
2. Czas przetwarzania powierzonych danych osobowych regulują przepisy prawa, a w razie ich braku przetwarzanie odbywa się przez okres pięciu lat i zostaje wydłużone o wskazane prawem okresy archiwizacji oraz okresy przedawnienia roszczeń.
3. Każda ze stron może rozwiązać niniejszą umowę z zachowaniem trzymiesięcznego okresu wypowiedzenia.
4. W przypadkach niedopełnienia obowiązków i odpowiedzialności, o których mowa w § 3, 4, 5 oraz 7 niniejszej umowy, może zostać ona rozwiązana bez zachowania okresu wypowiedzenia przez Administratora:
5. z powodu rażącego naruszenia jej postanowień z przyczyn leżących po stronie Podmiotu przetwarzającego,
6. gdy Podmiot przetwarzający:
7. pomimo zobowiązania go do usunięcia uchybień stwierdzonych podczas audytu (zgodnie z rekomendacjami z audytu) nie usunie ich w wyznaczonym terminie i nie podda się ponownemu audytowi (reaudyt),
8. przetwarza dane osobowe w sposób niezgodny z umową,
9. powierzył przetwarzanie danych osobowych innemu podmiotowi bez zgody Administratora danych.
10. Administrator zastrzega w przypadku, o którym mowa w § 7 ust. 3, poinformowanie osób, których dane zostały powierzone do przetwarzania Podmiotowi przetwarzającemu o możliwości ziszczenia się sytuacji, w której zastosowanie będzie miał art. 82 lub art. 83 Rozporządzenia.
11. Rozwiązanie umowy w trybie § 6 ust. 3 może zostać uznane przez Administratora za podstawę   
    do rozwiązania umowy merytorycznej, z pominięciem trybu i zasad wypowiedzenia oraz rozwiązania, określonych w umowie merytorycznej.

**§ 7.**

**Zasady zachowania poufności**

1. Podmiot przetwarzający zobowiązuje się do zachowania w tajemnicy wszelkich informacji, danych, materiałów, dokumentów, a przede wszystkim danych osobowych otrzymanych od Administratora danych i od współpracujących z nim osób oraz danych uzyskanych w jakikolwiek inny sposób, zamierzony czy przypadkowy w formie ustnej, pisemnej lub elektronicznej.
2. Dane i informacje, o których mowa w § 7 ust 1 uważa się za poufne.
3. Podmiot przetwarzający oświadcza, że w związku ze zobowiązaniem do zachowania w tajemnicy danych poufnych nie będą one wykorzystywane, ujawniane ani udostępniane bez pisemnej zgody Administratora danych w innym celu niż wykonanie niniejszej umowy oraz umowy merytorycznej, chyba że konieczność ujawnienia posiadanych informacji wynika z obowiązujących przepisów prawa lub umowy merytorycznej.

**§ 8.**

**Postanowienia końcowe**

1. Umowa została sporządzona w dwóch jednobrzmiących egzemplarzach dla każdej ze stron.
2. W sprawach nieuregulowanych zastosowanie będą miały przepisy Kodeksu cywilnego oraz Rozporządzenia.
3. Sądem właściwym dla rozpatrzenia sporów wynikających z niniejszej umowy będzie sąd właściwy Administratora danych.
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