**Załącznik nr 3 do SWZ**

**SZCZEGÓŁOWY OPIS PRZEDMIOTU ZAMÓWIENIA (SOPZ)**

|  |
| --- |
|  |

PRZEDMIOT ZAMÓWIENIA

**Tytuł zamówienia:** Przedłużenie licencji na wirtualne urządzenia Cisco IronPort (Email Security Appliance) pracujące w trybie Cluster w środowisku VMware wraz z zakupem nowej licencji - Cisco ESA Image Analyzer License Zamawiającego.

**Rodzaj zamówienia:** usługa

**Opis przedmiotu zamówienia:**

Przedłużenie o 365 dni kalendarzowych następujących licencji ograniczonych czasowo na wirtualne urządzenia Cisco IronPort (Email Security Appliance), dalej zwanymi IronPort, pracujące w trybie Cluster ze zcentralizowanym zarządzaniem wraz z zakupem nowej licencji Cisco ESA Image Analyzer License również na 365 dni.

Przedłużenie i zakup dotyczy następujących licencji, na obu urządzeniach Zamawiającego:

Główne bloki licencyjne:

ESA-ADV-LIC Cisco Secure Email Advantage, Essential+GSU+DLP+ENC (1000 sztuk)

ESA-IMS-LIC ESA Intelligent Multi-Scan License (1000 sztuk)

ESA-IA-LIC ESA Image Analyzer License (1000 sztuk, nowa licencja)

Szczegółowa informacja (dostępna na urządzeniach ESA Zamawiającego):

|  |  |  |
| --- | --- | --- |
| Licencja  | ilość  | data obecnego wygaśnięcia(stan podany na koncie Cisco CCO należącym do UKW)\* |
| Email Security Appliance External Threat Feeds | 1000 | Aug 31 2024 |
| Email Security Appliance Outbreak filters for zero-hour antivirus protection and URL filtering | 1000 | Aug 31 2024 |
| Email Security Appliance Anti-spam License | 1000  | Aug 31 2024 |
| Email Security Appliance Graymail Safe-unsubscribe | 1000 | Aug 31 2024 |
| Email Security Appliance Sophos antivirus/antimalware filtering | 1000  | Aug 31 2024 |
| Email Security Appliance PXE Encryption | 1000  | Aug 31 2024 |
| Mail Handling  | 1000 | Aug 31 2024 |
| Email Security Appliance Data Loss Prevention (DLP) | 1000 | Aug 31 2024 |
| Email Security Appliance Bounce Verification  | 1000 | Aug 31 2024 |
| Email Security Appliance Graymail Safe-unsubscribe | 1000 | Aug 31 2024 |
| Email Security Appliance Advanced Malware Protection Reputation | 1000 | Aug 31 2024 |
| Email Security Appliance Advanced Malware Protection | 1000 | Aug 31 2024 |
| Email Security Intelligent Multi-scan | 1000 | Aug 31 2024 |
| ESA Image Analyzer License (nowa licencja) | 1000 | --- |

Typ: advantage bundle

\*dotyczy licencji na dwa urządzenia pracujące w trybie cluster

Urządzenia ESA są wirtualne (maszyny wirtualne) i pracują w środowisku VMware Zamawiającego. Ta możliwość musi pozostać.

**Ponadto:**

Zamawiający informuje, iż posiadane obecnie w/w urządzenia IronPort pracują w trybie „cluster” mode – klastra – i taka forma ich pracy (jej możliwość) musi pozostać.

Zamawiający nie dopuszcza przerwy w działaniu posiadanych urządzeń IronPort związanej z utratą funkcjonalności np. na skutek zbyt późnego uruchomienia przedłużenia obecnie posiadanych licencji. Zamawiający dopuszcza wygenerowanie przez Wykonawcę licencji ograniczonych czasowo (tymczasowych), jeżeli z przyczyn proceduralnych czas zdefiniowany przez Zamawiającego do realizacji zamówienia (Termin wykonania zamówienia) przekroczy terminy wygaśnięcia posiadanych obecnie przez Zamawiającego licencji. Zamawiający tym samym wymaga, by przejście z licencji tymczasowych w takim przypadku (np. 15sto dniowych) do licencji docelowych (będących przedmiotem niniejszego zamówienia) był płynny, a procedura była bezprzerwowa dla pracy i funkcjonalności posiadanych urządzeń IronPort. . Zamówienie w takim przypadku uzna się za zrealizowane po uruchomieniu licencji docelowych, będących przedmiotem niniejszego postępowania (licencje roczne).

Produkt musi pochodzić z legalnego kanału dystrybucji (oficjalny kanał dystrybucji uznany przez Producenta) i musi zostać dostarczony przez Wykonawców, zgodnie z polityką firmy Cisco Systems.

Wymagane jest dostarczenie potwierdzenia numeru kontraktu serwisowego do Zamawiającego.

Zamawiający wymaga, by podczas okresu objętego wsparciem można było w sposób automatyczny aktualizować oprogramowanie systemu urządzeń IronPort, w tym silniki systemu antyspamowego, antywirusowego. Urządzenia muszą w sposób automatyczny aktualizować bazy antyspam, wirusów, virusoutbreakfilters oraz „dane reputacyjne”.

Przedłużenie funkcjonalności urządzeń musi odbyć się w sposób automatyczny, tj. urządzenia Zamawiającego (IronPort) muszą same pobrać nowe daty wygaśnięcia licencji / klucze licencyjne.

Protokół odbioru zostanie podpisany po przedstawieniu przez autoryzowanego partnera Cisco (Wykonawcę) poświadczenia o uruchomieniu w/w licencji w wyznaczonym terminie. Poświadczenie musi zostać potwierdzone podpisem (z imienia i nazwiska) uprawnionego pracownika firmy Cisco Systems – o. Polska.

Weryfikacja licencji przez Zamawiającego nastąpi po ich przekazaniu Zamawiającemu i uruchomieniu na urządzeniach Zamawiającego.

\* data obecnego wygaśnięcia

(stan podany na koncie Cisco CCO należącym do UKW)

Daty ostatecznego wygaśnięcia wsparcia Wykonawca musi bezwzględnie potwierdzić z Producentem – Cisco Systems. W przypadku uzyskania przez Wykonawcę informacji (od Producenta) na temat dat innych, niż podane w cytowanej kolumnie, Wykonawca dostosuje warunki realizacji kontraktu do dat faktycznych, według informacji uzyskanej od Producenta technologii Cisco, zgodnie z treścią niniejszego SWZ.