Załącznik nr 3 do SWZ

Nazwa i adres Wykonawcy:

……………………………………………………..

……………………………………………………..

………………………………………………….….

Przystępując do postępowania w sprawie udzielenia zamówienia publicznego, pod nazwą:

**„Podniesienie poziomu bezpieczeństwa systemów teleinformatycznych świadczeniodawców”** w celu potwierdzenia spełniania warunków udziału w postępowaniu dotyczących uprawnień do prowadzenia określonej działalności zawodowej, o ile wynika to z odrębnych przepisów, **oświadczam co następuje (zaznaczyć właściwe):**

* Jako Wykonawca posiadam akredytację, zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku (Dz.U. z 2022r. poz. 1854) w zakresie właściwym do podejmowanych ocen bezpieczeństwa systemów informacyjnych.
* co najmniej dwóch audytorów posiadających :

a) certyfikaty określone w poniższym wykazie certyfikatów uprawiających do przeprowadzenia audytu (**min. jeden certyfikat z wykazu**)

**lub**

b) co najmniej trzyletnią praktykę w zakresie audytu bezpieczeństwa systemów informacyjnych,

**lub**

c) co najmniej dwuletnią praktykę w zakresie audytu bezpieczeństwa systemów informacyjnych
i legitymujących się dyplomem ukończenia studiów podyplomowych w zakresie audytu bezpieczeństwa systemów informacyjnych, wydanym przez jednostkę organizacyjną, która w dniu wydania dyplomu była uprawniona, zgodnie z odrębnymi przepisami, do nadawania stopnia naukowego doktora nauk ekonomicznych, technicznych lub prawnych.

Wykaz certyfikatów uprawniających do przeprowadzenia audytu:

1. Certified Internal Auditor (CIA);

1) Certified Information System Auditor (CISA);

2) Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;

3) Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;

4) Certified Information Security Manager (CISM);

5) Certified in Risk and Information Systems Control (CRISC);

6) Certified in the Governance of Enterprise IT (CGEIT);

7) Certified Information Systems Security Professional (CISSP);

8) Systems Security Certified Practitioner (SSCP);

9) Certified Reliability Professional;

10) Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert.b

**WYKAZ OSÓB, KTÓRE BĘDĄ SKIEROWANE PRZEZ WYKONAWCĘ DO REALIZACJI ZAMÓWIENIA**

|  |  |  |  |
| --- | --- | --- | --- |
| **Lp.** | **Imię i nazwisko** | **Zakres uprawnień**(kwalifikacji zawodowych, uprawnień, doświadczenia i wykształcenia niezbędnych do wykonania zamówienia publicznego w tym posiadane certyfikaty) | **Informacja o podstawie do dysponowania tymi osobami** |
| 1 |  |  |  |
| 2 |  |  |  |
| 3 |  |  |  |
| 4 |  |  |  |

|  |
| --- |
| *Oświadczenie dotyczące podanych informacji**Oświadczam, że wszystkie informacje podane w powyższych oświadczeniach są aktualne i zgodne z prawdą oraz zostały przedstawione z pełną świadomością konsekwencji wprowadzenia zamawiającego w błąd przy przedstawianiu informacji* |

***Niniejszy dokument należy opatrzyć kwalifikowanym podpisem elektronicznym lub podpisem zaufanym lub podpisem osobistym właściwej, umocowanej osoby / właściwych, umocowanych osób***