IR-P 4/2023

# **SPECYFIKACJA**

# **WARUNKÓW ZAMÓWIENIA**

1. Gmina Zebrzydowice, 43-410 Zebrzydowice ul. Ks. A. Janusza 6 tel. 0-32 4755107, zaprasza do wzięcia udziału w postępowaniu o zamówienie o wartości szacunkowej poniżej 130 000 zł.

Zadanie pn.:

**Przeprowadzenie szkolenia dla pracowników Jednostek Gminy Zebrzydowice w zakresie cyberbezpieczeństwa w ramach projektu Cyfrowa Gmina.**

1. **Przedmiotem zamówienia jest:**

Przeprowadzenie szkolenia dla pracowników szkół z terenu Gminy Zebrzydowice w formie online z zakresu cyberbezpieczeństwa w ramach Programu Operacyjnego Polska Cyfrowa na lata 2014-2020, Oś V. Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia - REACT-EU. Działanie 5.1 Rozwój cyfrowy JST oraz wzmocnienie cyfrowej odporności na zagrożenia, dotycząca realizacji projektu grantowego „Cyfrowa Gmina” o numerze POPC.05.01.00-00-0001/21-00 Finansowane ze środków Europejskiego Funduszu Rozwoju Regionalnego (Umowa o powierzenie grantu o numerze 3068/1/2021).

Szkolenie z zakresu cyberbezpieczeństwa ma na celu podniesienie kompetencji uczestników w obszarze zagrożeń teleinformatycznych, podniesienie poziomu bezpieczeństwa informacyjnego, poznanie prawidłowej reakcji na cyberataki, poznanie podstawowych zasad i dobrych praktyk wykorzystywania technologii informatycznych oraz zdobycie umiejętności wykorzystania tej wiedzy w praktyce.

* 1. Tematyka szkolenia zawierać będzie omówienie poprawnych zasad związanych z cyberbezpieczeństwem. Ponadto zostaną omówione zagrożenia w sieci takie jak phishing, ransomware oraz malware, które powodują poważne zagrożenia dla bezpieczeństwa informacji. Na szkoleniu poruszone zostaną również sposoby przeciwdziałania oraz zabezpieczania się przed powyższymi zagrożeniami, co w stopniu wyższym podniesie wiedzę uczestników z zakresu cyberbezpieczeństwa.

**Szkolenie powinno zawierać co najmniej:**

* + omówienie poprawnych zasad związanych z cyberbezpieczeństwem;
  + czym jest cyberbezpieczeństwo;
  + informacje na temat zagrożeń w sieci takie jak phishing, ransomware, malware, socjotechnika, atak telefoniczny, spoofing, wyłudzenia i inne zagrożenia - przykłady i omówienie sposobów przeciwdziałania oraz zabezpieczania się przed powyższymi zagrożeniami;
  + metody nieautoryzowanego pozyskania danych wraz z przykładami;
  + bezpiecznie przetwarzanie danych: szyfrowanie, przechowywanie, udostępnianie, komunikacja;
  + stosowanie bezpiecznych haseł, autoryzacja dwuetapowa, klucze sprzętowe;
  + metody obrony oraz przeciwdziałania (w tym: przed wyłudzeniem danych osobowych za pomocą metod socjotechnicznych, oprogramowaniem mogącym zablokować dostęp do urządzeń w urzędzie, szkodliwymi programami mogącymi pozyskać dane osobowe);
  1. **Informacje dotyczące przeprowadzenia szkolenia:**
* szkolenie w formie online;
* czas trwania minimum 2 godziny zegarowe;
* liczba uczestników szkolenia – 29 osób;
* szkolenie zostanie przeprowadzone z uwzględnieniem faktu, że uczestnicy szkolenia mogą nie posiadać wiedzy informatycznej i technicznej.
  1. **Wymagania w zakresie przeprowadzenia szkolenia:**
* szkolenie zostanie przeprowadzone przez kadrę trenerską posiadającą wiedzę, doświadczenie i umiejętności adekwatne do rodzaju i zakresu merytorycznego szkolenia, zdolną do pełnej realizacji wymogów związanych z prowadzeniem szkolenia;
* wykonawca w ramach wykonania usługi przygotuje harmonogram szkolenia oraz program szkolenia i dostarczy je w terminie nie później niż 7 dni roboczych przed dniem rozpoczęcia szkolenia do akceptacji przez Zamawiającego. Harmonogram zajęć powinien zawierać informacje dotyczące czasu i miejsca realizacji danego szkolenia;
* wykonawca przygotuje i zapewni materiały szkoleniowe dla każdego uczestnika szkolenia w postaci elektronicznej, które Zamawiający będzie mógł wykorzystać nieodpłatnie i wydrukować dla każdego uczestnika. Materiały muszą zawierać szczegółowe informacje, które będą omawiane podczas szkolenia;
* wykonawca dostarczy uczestnikom szkolenia ww. materiały szkoleniowe najpóźniej w dniu rozpoczęcia szkolenia;
* wszelkie koszty opracowania materiałów szkoleniowych ponosi Wykonawca
* sposób prowadzenia szkolenia przez prowadzącego musi umożliwiać uczestnikom zadawanie pytań i zgłaszanie wątpliwości w czasie rzeczywistym;
* wykonawca w ramach otrzymanego wynagrodzenia zapewni uczestnikom szkolenia imienne zaświadczenia/certyfikaty potwierdzające ukończenie szkolenia i jego zakres;
* prowadzenie dokumentacji szkolenia w jednakowy sposób. Na dokumentację szkolenia składają się:
  + lista obecności uczestników szkolenia;
  + lista odbioru zaświadczeń o ukończeniu szkolenia;
  + ankieta satysfakcji ze szkolenia;
* wykonawca zapewnia oprogramowanie do jego przeprowadzenia. Oprogramowanie wykorzystane do udostępnienia ekranu komputera prowadzącego, obrazu oraz dźwięku z sali szkoleniowej zostanie udostępnione uczestnikom szkolenia bez ponoszenia przez Zamawiającego dodatkowych kosztów. Wykorzystane oprogramowanie będzie pochodzić z legalnego źródła oraz sposób użycia nie może naruszać warunków licencyjnych, na jakich oprogramowanie zostało udostępnione. Wykorzystane oprogramowanie musi umożliwiać uczestnikom szkolenia zadawanie pytań i zgłaszanie wątpliwości w czasie rzeczywistym.

1. **Nazwa/y i kod/y Wspólnego Słownika Zamówień (CPV):**

80000000-4 – Usługi edukacyjne i szkoleniowe

1. Zamawiający zastrzega możliwość unieważnienia postępowania bez podania przyczyny.
2. Termin wykonania przedmiotu zamówienia: **do 30.05.2023 r.**
3. **Sposób przygotowania oferty.**
   1. Oferta ma być przygotowana w języku polskim. Podpis pod ofertą, oświadczeniami, kserokopiami z dokumentów za zgodność z oryginałami winne złożyć osoby upoważnione do reprezentowania oferenta w sposób określony w akcie rejestrowym. Każdy wykonawca może złożyć w niniejszym postępowaniu o zamówienie tylko jedną ofertę. Ofertę należy złożyć na otrzymanym w specyfikacji druku. Oferta powinna zawierać dokumenty wyszczególnione w pkt. **8** niniejszej specyfikacji.
   2. **Ofertę należy złożyć elektronicznie na platformie zakupowej pod adresem:** [**https://platformazakupowa.pl/pn/zebrzydowice**](https://platformazakupowa.pl/pn/zebrzydowice) **w zakładce dotyczącej odpowiedniego postępowania. Wykonawca nie musi posiadać konta na platformie, jednakże może go założyć.**
   3. Oferta oraz załączniki mogą być podpisane zgodnie z pkt. 6.1. i zeskanowane. Zamawiający dopuszcza przygotowanie oferty elektronicznie i podpisanie jej kwalifikowanym podpisem elektronicznym, podpisem zaufanym lub elektronicznym podpisem osobistym.

**Oferta zostanie odrzucona gdy:**

nie spełni w/w wymogów

1. **Kryteria oceny i ich waga %**

**Cena oferty – 100%**

C najtańszej oferty

C = ------------------------------- x 100

C ocenianej oferty

Gdzie C oznacza liczbę punktów przyznaną danej ofercie za kryterium cenowe.

Oferta, która uzyska największą ilość punktów zostanie wybrana, jako najkorzystniejsza.

Cena oferty ma być wyrażona w polskich złotych z dokładnością do dwóch miejsc po przecinku.

1. Dokumenty, które mają dostarczyć Wykonawcy w celu potwierdzenia spełnienia wymaganych warunków:
   1. Wypełniony formularz ofertowy;
   2. Oświadczenie Wykonawcy dotyczące braku podstaw wykluczenia z postępowania;
   3. Oświadczenie w zakresie wypełniania obowiązków informacyjnych przewidzianych w art. 13 lub art. 14 RODO.
2. **Sposób i termin składania ofert:**
   1. Ofertę wraz z wymaganymi dokumentami należy umieścić na Platformie pod adresem: <https://platformazakupowa.pl/pn/zebrzydowice> na stronie dotyczącej odpowiedniego postępowania do dnia **03.04.2023 r.** do godz. **09:30;00.**
   2. Po wypełnieniu Formularza składania oferty i załadowaniu wszystkich wymaganych załączników należy kliknąć przycisk „Złóż ofertę”.
   3. Za datę przekazania oferty przyjmuje się datę jej przekazania w systemie (platformie) i wyświetlenie się komunikatu, że oferta została złożona.
   4. Szczegółowa instrukcja dla Wykonawców dotycząca złożenia, zmiany i wycofania oferty znajduje się na stronie internetowej pod adresem: <https://platformazakupowa.pl/strona/45-instrukcje>
3. **Otwarcie ofert.**
   1. Otwarcie złożonych ofert nastąpi w dniu **03.04.2023 r.** o godz. **09:35;00**.
   2. Zamawiający, najpóźniej przed otwarciem ofert, udostępni na stronie internetowej prowadzonego postępowania informację o kwocie, jaką zamierza przeznaczyć na sfinansowanie zamówienia.
   3. Zamawiający niezwłocznie po otwarciu ofert, udostępnia na stronie internetowej prowadzonego postępowania informacje o dotyczące:

* nazwach albo imionach i nazwiskach oraz siedzibach lub miejscach prowadzonej działalności gospodarczej, bądź miejscach zamieszkania Wykonawców, których oferty zostały otwarte,
* cenach lub kosztach zawartych w ofertach.

1. Wykonawca związany będzie z ofertą 30 dni od terminu składania ofert.
2. Wszelkie koszty związane ze sporządzeniem oferty ponosi Wykonawca.
3. Zamawiający podpisze umowę z Wykonawcą, który przedłożył ofertę najkorzystniejszą z punktu widzenia przyjętych kryteriów w niniejszym postępowaniu o zamówienie.
4. **Zabezpieczenie należytego wykonania umowy**

Zamawiający nie wymaga wniesienia zabezpieczenia należytego wykonania umowy.

1. Wyniki postępowania o zamówienie zostaną ogłoszone na stronie prowadzonego postępowania.

O wyborze oferty powiadomieni zostaną wszyscy Wykonawcy na stronie prowadzonego postępowania.

1. Wykonawca, którego oferta została wybrana zostanie powiadomiony pisemnie, za pośrednictwem platformy zakupowej pod adresem: <https://platformazakupowa.pl/pn/zebrzydowice> niezwłocznie po rozstrzygnięciu postępowania.
2. Osobami uprawnionymi do kontaktu z Wykonawcami są:

* informacje dotyczące przedmiotu zamówienia – Piotr Gęsior – tel. 32/4755150, Sylwia Hernas – tel. 32/4755137;
* informacje dotyczące postępowania – Katarzyna Trzcińska – tel. 32/ 4755107

W niniejszym postępowaniu o udzielenie zamówienia komunikacja między Zamawiającym, a Wykonawcami odbywa się za pomocą <https://platformazakupowa.pl/pn/zebrzydowice>, przy czym ofertę wraz z załącznikami należy złożyć za pośrednictwem „Formularza składania oferty”, natomiast pozostałe informacje, zapytania itp. odbywa się za pomocą formularza „Wyślij wiadomość”.

Zamawiający dopuszcza, awaryjnie, komunikację za pośrednictwem poczty elektronicznej. Adres poczty elektronicznej osoby uprawnionej do kontaktu z Wykonawcami: [przetargi@zebrzydowice.pl](mailto:przetargi@zebrzydowice.pl).

1. Integralną częścią niniejszej specyfikacji jest załączony wzór umowy na realizację zamówienia.
2. **Klauzula informacyjna z art. 13 RODO do zastosowania w celu związanym z postępowaniem**

Zgodnie z art. 13 ust. 1 i 2 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1), dalej „RODO”, informuję, że:

* Administratorami Pani/Pana danych osobowych jest: Wójt Gminy Zebrzydowice, z siedzibą  
  w Urzędzie Gminy Zebrzydowice, 43-410 Zebrzydowice ul. ks. A. Janusza 6, tel. +48 32 4755100, adres e-mail: [ug@zebrzydowice.pl](mailto:ug@zebrzydowice.pl);
* Inspektor ochrony danych w Urzędzie Gminy Zebrzydowice, 43-410 Zebrzydowice ul. Ks. A. Janusza 6, adres e-mail: [iod@zebrzydowice.pl](mailto:iod@zebrzydowice.pl);
* Pani/Pana dane osobowe przetwarzane będą na podstawie art. 6 ust. 1 lit. c RODO w celu związanym z postępowaniem o udzielenie zamówienia publicznego IR-P 4/2023 **„Przeprowadzenie szkolenia dla pracowników Jednostek Gminy Zebrzydowice w zakresie cyberbezpieczeństwa w ramach projektu Cyfrowa Gmina”;**
* Odbiorcami Pani/Pana danych osobowych będą osoby lub podmioty, którym udostępniona zostanie dokumentacja postępowania w oparciu o art. 8 oraz art. 96 ust. 3 ustawy z dnia 29 stycznia 2004 r. - Prawo zamówień publicznych (Dz. U. z 2018 r. poz. 1986 z późniejszymi zmianami), dalej „ustawa Pzp”;
* Pani/Pana dane osobowe będą przechowywane, zgodnie z art. 97 ust. 1 ustawy Pzp, przez okres 4 lat od dnia zakończenia postępowania o udzielenie zamówienia, a jeżeli czas trwania umowy przekracza 4 lata, okres przechowywania obejmuje cały czas trwania umowy;
* Obowiązek podania przez Panią/Pana danych osobowych bezpośrednio Pani/Pana dotyczących jest wymogiem ustawowym określonym w przepisach ustawy Pzp, związanym z udziałem  
  w postępowaniu o udzielenie zamówienia publicznego; konsekwencje niepodania określonych danych wynikają z ustawy Pzp;
* W odniesieniu do Pani/Pana danych osobowych decyzje nie będą podejmowane w sposób zautomatyzowany, stosowanie do art. 22 RODO;
* Firma przetwarzającą dane jest **platformazakupowa.pl**, którego operatorem jest Open Nexus Sp. z o.o.;
* Posiada Pani/Pan:
* na podstawie art. 15 RODO prawo dostępu do danych osobowych Pani/Pana dotyczących;
* na podstawie art. 16 RODO prawo do sprostowania Pani/Pana danych osobowych(***Wyjaśnienie:*** *skorzystanie z prawa do sprostowania nie może skutkować zmianą wyniku postępowania o udzielenie zamówienia publicznego ani zmianą postanowień umowy w zakresie niezgodnym z ustawą Pzp oraz nie może naruszać integralności protokołu oraz jego załączników)*;
* na podstawie art. 18 RODO prawo żądania od administratora ograniczenia przetwarzania danych osobowych z zastrzeżeniem przypadków, o których mowa w art. 18 ust. 2 RODO (***Wyjaśnienie:*** *prawo do ograniczenia przetwarzania nie ma zastosowania w odniesieniu do przechowywania, w celu zapewnienia korzystania ze środków ochrony prawnej lub w celu ochrony praw innej osoby fizycznej lub prawnej, lub z uwagi na ważne względy interesu publicznego Unii Europejskiej lub państwa członkowskiego);*
* prawo do wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych, gdy uzna Pani/Pan, że przetwarzanie danych osobowych Pani/Pana dotyczących narusza przepisy RODO;
* Nie przysługuje Pani/Panu:
* w związku z art. 17 ust. 3 lit. b, d lub e RODO prawo do usunięcia danych osobowych;
* prawo do przenoszenia danych osobowych, o którym mowa w art. 20 RODO;
* **na podstawie art. 21 RODO prawo sprzeciwu, wobec przetwarzania danych osobowych, gdyż podstawą prawną przetwarzania Pani/Pana danych osobowych jest art. 6 ust.** 1 lit. c RODO.

1. **Zasady przetwarzania danych osobowych w programie POLSKA CYFROWA 2014-2020 (POPC 2014-2020)**

Ze względu na to, że to Minister Funduszy i Polityki Regionalnej - jako Instytucja Zarządzająca POPC 2014-2020 - określa: jakie dane osobowe, w jaki sposób i w jakim celu będą przetwarzane w związku z realizacją Programu, pełni on rolę administratora danych osobowych przetwarzanych w związku z realizacją POPC 2014-2020 w rozumieniu RODO [Rozporządzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) z dnia 27 kwietnia 2016 r. (Dz. Urz. UE. L Nr 119, str. 1).]. Przy czym jest on administratorem zarówno wobec danych osobowych, które samodzielnie pozyskał, jak i wobec danych osobowych pozyskanych przez inne podmioty zaangażowane w realizację Programu (tj. przez innych administratorów, którzy w tym przypadku pełnią dodatkowo funkcję podmiotów przetwarzających dane osobowe [Podmiotami przetwarzającymi są: Instytucja Pośrednicząca POPC 2014-2020, beneficjenci oraz inne podmioty zaangażowane w realizację POPC 2014-2020, którym Minister (lub inny upoważniony podmiot) powierzył przetwarzanie danych osobowych w ramach POPC 2014- 2020]). Minister Funduszy i Polityki Regionalnej jest także administratorem danych osobowych, które przetwarza jako beneficjent projektów współfinansowanych ze środków POPC 2014-2020. Minister Funduszy i Polityki Regionalnej jest również administratorem danych zgromadzonych w zarządzanym przez niego Centralnym Systemie Teleinformatycznym wspierającym realizację POPC 2014-2020.

**I. Cel przetwarzania danych osobowych**

Minister Funduszy i Polityki Regionalnej przetwarza dane osobowe w celu realizacji zadań przypisanych Instytucji Zarządzającej POPC 2014-2020, w zakresie w jakim jest to niezbędne dla realizacji tego celu. Minister Funduszy i Polityki Regionalnej przetwarza dane osobowe w szczególności w celach:

1. udzielania wsparcia beneficjentom ubiegającym się o dofinansowanie i realizującym projekty,
2. potwierdzania kwalifikowalności wydatków,
3. wnioskowania o płatności do Komisji Europejskiej,
4. raportowania o nieprawidłowościach,
5. ewaluacji,
6. monitoringu,
7. kontroli,
8. audytu,
9. sprawozdawczości oraz działań informacyjno-promocyjnych.

**II. Podstawy prawne przetwarzania**

Przetwarzanie danych osobowych w związku z realizacją POPC 2014-2020 odbywa się zgodnie z RODO.

Podstawą prawną przetwarzania danych jest konieczność realizacji obowiązków spoczywających na Ministrze Funduszy i Polityki Regionalnej - jako na Instytucji Zarządzającej - na podstawie przepisów prawa europejskiego i krajowego (art. 6 ust. 1 lit. c RODO).

Obowiązki te wynikają m.in. z przepisów ustawy z dnia 11 lipca 2014 r. o zasadach realizacji programów w zakresie polityki spójności finansowanych w perspektywie finansowej 2014- 2020 oraz przepisów prawa europejskiego:

1. porządzenia Parlamentu Europejskiego i Rady nr 1303/2013 z dnia 17 grudnia 2013 r. ustanawiającego wspólne przepisy dotyczące Europejskiego Funduszu Rozwoju Regionalnego, Europejskiego Funduszu Społecznego, Funduszu Spójności, Europejskiego Funduszu Rolnego na rzecz Rozwoju Obszarów Wiejskich oraz Europejskiego Funduszu Morskiego i Rybackiego, oraz ustanawiającego przepisy ogólne dotyczące Europejskiego Funduszu Rozwoju Regionalnego, Europejskiego Funduszu Społecznego, Funduszu Spójności i Europejskiego Funduszu Morskiego i Rybackiego oraz uchylającego Rozporządzenie Rady (WE) nr 1083/2006,
2. rozporządzenia wykonawczego Komisji (UE) nr 1011/2014 z dnia 22 września 2014 r. ustanawiającego szczegółowe przepisy wykonawcze do rozporządzenia Parlamentu Europejskiego i Rady (UE) nr 1303/2013 w odniesieniu do wzorów służących do przekazywania Komisji określonych informacji oraz szczegółowe przepisy dotyczące wymiany informacji między beneficjentami a instytucjami zarządzającymi, certyfikującymi, audytowymi i pośredniczącymi.

Podstawą przetwarzania danych osobowych przez Ministra są również:

1. konieczność realizacji umowy, której stroną jest osoba, której dane dotyczą (art. 6 ust. 1 lit. B RODO) - podstawa ta ma zastosowanie m. in. do danych osobowych osób prowadzących samodzielną działalność gospodarczą, z którymi Minister zawarł umowy w celu realizacji POPC 2014-2020,
2. wykonywanie zadań realizowanych w interesie publicznym lub w ramach sprawowania władzy publicznej powierzonej Ministrowi (art. 6 ust. 1 lit e RODO) - podstawa ta ma zastosowanie m.in. do organizowanych przez Ministra konkursów i akcji promocyjnych dotyczących Programu,
3. uzasadniony interes prawny Ministra Funduszy i Polityki Regionalnej (art. 6 ust. 1 lit f RODO) – podstawa ta ma zastosowanie m.in. do danych osobowych przetwarzanych w związku z realizacją umów w ramach Funduszy Europejskich.

W ramach POPC 2014-2020 w działaniu 3.1 - Działania szkoleniowe na rzecz rozwoju kompetencji cyfrowych przetwarzane są dane szczególnej kategorii (dane o niepełnosprawności). Podstawą prawną ich przetwarzania jest wyraźna zgoda osoby, której dane dotyczą (art. 9 ust. 2 lit a RODO).

**III. Rodzaje przetwarzanych danych**

Minister Funduszy i Polityki Regionalnej w celu realizacji POPC 2014-2020 przetwarza dane osobowe m.in.:

1. pracowników, wolontariuszy, praktykantów i stażystów reprezentujących lub wykonujących zadania na rzecz podmiotów zaangażowanych w obsługę i realizację POPC 2014-2020,
2. osób wskazanych do kontaktu, osób upoważnionych do podejmowania wiążących decyzji oraz innych osób wykonujących zadania na rzecz wnioskodawców, beneficjentów i partnerów,
3. uczestników szkoleń, konkursów, konferencji, komitetów monitorujących, grup roboczych, grup sterujących oraz spotkań informacyjnych lub promocyjnych organizowanych w ramach POPC 2014-2020,
4. kandydatów na ekspertów oraz ekspertów zaangażowanych w proces wyboru projektów do dofinansowania lub wykonujących zadania związane z realizacją praw i obowiązków właściwych instytucji, wynikających z zawartych umów o dofinansowanie projektów,
5. osób, których dane będą przetwarzane w związku z badaniem kwalifikowalności środków w projekcie, w tym w szczególności: personelu projektu, uczestników komisji przetargowych, oferentów i wykonawców zamówień publicznych, osób świadczących usługi na podstawie umów cywilnoprawnych.

Wśród rodzajów danych osobowych przetwarzanych przez Ministra można wymienić:

1. dane identyfikacyjne, w szczególności: imię, nazwisko, miejsce zatrudnienia/formę prowadzenia działalności gospodarczej, stanowisko; w niektórych przypadkach także nr PESEL/NIP/REGON,
2. dane dotyczące stosunku pracy, w szczególności otrzymywane wynagrodzenie oraz wymiar czasu pracy,
3. dane kontaktowe, które obejmują w szczególności adres e-mail, nr telefonu, nr fax, adres do korespondencji,
4. dane o charakterze finansowym, w szczególności nr rachunku bankowego, kwotę przyznanych środków, informacje dotyczące nieruchomości (nr działki, nr księgi wieczystej, nr przyłącza gazowego), kwotę wynagrodzenia,
5. dane zbierane w celu realizacji obowiązków sprawozdawczych do których realizacji zobowiązane są państwa członkowskie, obejmujące w szczególności: płeć, wiek w chwili przystąpienia do projektu, wykształcenie, wykonywany zawód, narodowość, informacje o niepełnosprawności.

Dane pozyskiwane są bezpośrednio od osób, których dane dotyczą, albo od instytucji i podmiotów zaangażowanych w realizację programów operacyjnych, w szczególności wnioskodawców, beneficjentów i partnerów.

W przypadku, gdy dane pozyskiwanie są bezpośrednio od osób, których dane dotyczą, podanie danych jest dobrowolne. Odmowa podania danych jest jednak równoznaczna z brakiem możliwości podjęcia stosownych działań, np. ubiegania się o środki w ramach POPC 2014- 2020.

**IV. Okres przechowywania danych**

Dane osobowe będą przechowywane przez okres wskazany w art. 140 ust. 1 rozporządzenia Parlamentu Europejskiego i Rady (UE) nr 1303/2013 z dnia 17 grudnia 2013 r. oraz jednocześnie przez czas nie krótszy niż 10 lat od dnia przyznania ostatniej pomocy w ramach POPC 2014-2020 - z równoczesnym uwzględnieniem przepisów ustawy z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach. W niektórych przypadkach, np. prowadzenia kontroli u Ministra przez organy Unii Europejskiej, okres ten może zostać wydłużony.

**V. Odbiorcy danych**

Odbiorcami danych osobowych mogą być:

1. podmioty, którym Instytucja Zarządzająca POPC 2014-2020 powierzyła wykonywanie zadań związanych z realizacją Programu, w tym w szczególności Instytucja Pośrednicząca POPC, a także eksperci, podmioty prowadzące audyty, kontrole, szkolenia i ewaluacje,
2. instytucje, organy i agencje Unii Europejskiej (UE), a także inne podmioty, którym UE powierzyła wykonywanie zadań związanych z wdrażaniem POPC 2014-2020,
3. podmioty świadczące na rzecz Ministra usługi związane z obsługą i rozwojem systemów teleinformatycznych oraz zapewnieniem łączności, w szczególności dostawcy rozwiązań IT i operatorzy telekomunikacyjni.

**VI. Prawa osoby, której dane dotyczą**

Osobom, których dane przetwarzane są w związku z realizacją POPC 2014-2020 przysługują następujące prawa:

1. prawo dostępu do danych osobowych i ich sprostowania.

Realizując te prawo, osoba której dane dotyczą może zwrócić się do Ministra z pytanie m.in. o to czy Minister przetwarza jej dane osobowe, jakie dane osobowe przetwarza i skąd je pozyskał, jaki jest cel przetwarzania i jego podstawa prawna oraz jak długo dane te będą przetwarzane. W przypadku, gdy przetwarzane dane okażą się nieaktualne, osoba, której dane dotyczą może zwrócić się do Ministra z wnioskiem o ich aktualizację;

1. prawo usunięcia lub ograniczenia ich przetwarzania – jeżeli spełnione są przesłanki określone w art. 17 i 18 RODO. Żądanie usunięcia danych osobowych realizowane jest w szczególności gdy dalsze przetwarzanie danych nie jest już niezbędne do realizacji celu Ministra lub dane osobowe były przetwarzane niezgodnie z prawem. Szczegółowe warunki korzystania z tego prawa określa art. 17 RODO. Ograniczenie przetwarzania danych osobowych powoduje, że Minister może jedynie przechowywać dane osobowe. Minister nie może przekazywać tych danych innym podmiotom, modyfikować ich ani usuwać. Ograniczanie przetwarzania danych osobowych ma charakter czasowy i trwa do momentu dokonania przez Ministra oceny, czy dane osobowe są prawidłowe, przetwarzane zgodnie z prawem oraz niezbędne do realizacji celu przetwarzania. Ograniczenie przetwarzania danych osobowych następuje także w przypadku wniesienia sprzeciwu wobec przetwarzania danych – do czasu rozpatrzenia przez Ministra tego sprzeciwu;
2. prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych;
3. prawo do cofnięcia zgody, w każdym momencie - w przypadku, gdy podstawą przetwarzania danych jest zgoda (art. 9 ust. 2 lit a RODO). Cofnięcie zgody nie spowoduje, że dotychczasowe przetwarzanie danych zostanie uznane za niezgodne z prawem;
4. prawo otrzymania danych osobowych w ustrukturyzowanym powszechnie używanym formacie, przenoszenia tych danych do innych administratorów lub żądania, o ile jest to technicznie możliwe, przesłania ich przez administratora innemu administratorowi - w przypadku, gdy podstawą przetwarzania danych jest zgoda lub realizacja umowy z osobą, której dane dotyczą (art. 6 ust. 1 lit b RODO);
5. prawo wniesienia sprzeciwu wobec przetwarzania danych osobowych - w przypadku, gdy podstawą przetwarzania danych jest realizacja zadań publicznych administratora lub jego prawnie uzasadnionych interesów (art. 6 ust. 1 lit e lub f RODO). Wniesienie sprzeciwu powoduje zaprzestanie przetwarzania danych osobowych przez Ministra, chyba że wykaże on, istnienie ważnych prawnie uzasadnionych podstaw do przetwarzania, nadrzędnych wobec interesów, praw i wolności osoby, której dane dotyczą, lub podstaw do ustalenia, dochodzenia lub obrony roszczeń.

**VII. Zautomatyzowane podejmowanie decyzji**

Dane nie podlegają procesowi zautomatyzowanego podejmowania decyzji.

**VIII. Kontakt z Inspektorem Ochrony Danych**

Ministerstwo Funduszy i Polityki Regionalnej ma swoją siedzibę pod adresem: ul. Wspólna 2/4, 00-926

Warszawa. W przypadku pytań, kontakt z Inspektorem Ochrony Danych MFiPR jest możliwy:

- pod adresem: ul. Wspólna 2/4, 00-926 Warszawa, - pod adresem poczty elektronicznej: IOD@mfipr.gov.pl