|  |
| --- |
| **OBOWIĄZEK INFORMACYJNY**  Dla uczestników postępowań o zamówienie publiczne  **Administrator danych**  Administratorem, czyli podmiotem decydującym o tym, które dane osobowe będą przetwarzane oraz w jakim celu, i jakimi sposobami, jest **Powiat**  Wejherowski z siedzibą przy ul. 3 Maja 4 w Wejherowie  **Inspektor ochrony danych**  We wszystkich sprawach dotyczących ochrony danych osobowych, macie Państwo prawo kontaktować się z naszym Inspektorem ochrony danych na adres mailowy: [iod@powiatwejherowski.pl](mailto:iod@powiatwejherowski.pl)  **Cel przetwarzania**  Państwa dane są przetwarzane w celu związanym z postępowaniem o udzielenie zamówienia publicznego Ubezpieczenie majątku i odpowiedzialności cywilnej Powiatu Wejherowskiego oraz podległych jednostek na lata 2023/2025 prowadzonym w trybie podstawowym bez negocjacji.  **Podstawa przetwarzania danych**  Podstawa prawną przetwarzania danych są przepisy prawa: ustawa z dnia 11 września 2019 roku Prawo zamówień publicznych (zgodnie z art. 6 ust. 1 lit. c) RODO).  W przypadku dobrowolnego podania danych niewynikających z przepisów prawa podstawą przetwarzania Państwa danych osobowych jest Państwa zgoda wyrażona poprzez akt uczestnictwa w postępowaniu (zgodnie z art. 6 ust. 1 lit. a) RODO)  **Obowiązek podania danych**  Podanie danych osobowych w związku udziałem w postępowaniu o zamówienia publiczne nie jest obowiązkowe, ale może być warunkiem niezbędnym do wzięcia w nim udziału. Wynika to stąd, że w zależności od przedmiotu zamówienia, zamawiający może żądać ich podania na podstawie przepisów ustawy Prawo zamówień publicznych.  **Okres przechowywania danych**  Państwa dane pozyskane w związku z postępowaniem o udzielenie zamówienia publicznego przetwarzane będą przez okres 4 lat liczone od dnia zakończenia postępowania o udzielenie zamówienia. Umowy zawarte w wyniku postępowania w trybie zamówień publicznych będą przechowywane przez okres 10 lat, zgodnie z Jednolitym Rzeczowym Wykazem Akt.  **Odbiorcy danych**  Państwa dane pozyskane w związku z postępowaniem o udzielenie zamówienia publicznego przekazywane będą wszystkim zainteresowanym podmiotom i osobom, gdyż co do zasady postępowanie o udzielenie zamówienia publicznego jest jawne. Zamawiający udostępnia dane osobowe, o których mowa w art. 10 RODO (dotyczące wyroków skazujących i czynów zabronionych) w celu umożliwienia korzystania ze środków ochrony prawnej, do upływu terminu na ich wniesienie.  Ograniczenie dostępu do Państwa danych o których mowa wyżej może wystąpić jedynie w szczególnych przypadkach jeśli jest to uzasadnione ochroną prywatności zgodnie z art. 8 ust. 4 pkt) 1 i 2 ustawy z dnia 11 września 2019 r. Prawo zamówień publicznych.  Ponadto odbiorcą danych zawartych w dokumentach związanych z postępowaniem o zamówienie publiczne mogą być podmioty, z którymi Administrator zawarł umowy lub porozumienia. Podmiotem przetwarzającym dane w imieniu Administratora jest EIB S.A. z siedzibą w Toruniu przy ul. Jęczmiennej 21, wpisana do rejestru przedsiębiorców prowadzonego przez Sąd Rejonowy w Toruniu, Wydział VII Gospodarczy Krajowego Rejestru Sądowego pod numerem KRS 0000050455, NIP 956-000-74-85;  **Przekazywanie danych poza Europejski Obszar Gospodarczy (EOG)**  W związku z jawnością postępowania o udzielenie zamówienia publicznego Państwa dane mogą być przekazywane do państw z poza EOG z zastrzeżeniem, o którym mowa w punkcie powyżej.  **Prawa osób**  Ma Pani/Pan prawo do: ochrony swoich danych osobowych, dostępu do nich oraz otrzymywania ich kopii, żądania ich sprostowania, żądania usunięcia danych (gdy przetwarzanie nie następuje w celu wywiązania się z obowiązku wynikającego z przepisu prawa) oraz prawo do wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych (00-193 Warszawa, ul. Stawki 2, e-mail: [kancelaria@uodo.gov.pl](mailto:kancelaria@uodo.gov.pl) ).  Ponadto, w odniesieniu do danych przetwarzanych na podstawie zgody macie Państwo prawo do cofnięcia tej zgody w dowolnym momencie. Wycofać się ze zgody można w formie wysłania żądania na nasz adres e-mail lub adres pocztowy. Konsekwencją wycofania się ze zgody będzie brak możliwości przetwarzania przez nas tych danych.  Udostępnianie protokołu i załączników do protokołu, ma zastosowanie do wszystkich danych osobowych, z wyjątkiem danych, o których mowa w art. 9 ust. 1 RODO (tj. m.in. danych osobowych ujawniających pochodzenie rasowe lub etniczne, poglądy polityczne, przekonania religijne lub światopoglądowe itd.), zebranych w toku postępowania o udzielenie zamówienia.  W przypadku korzystania przez osobę, której dane osobowe są przetwarzane przez zamawiającego, z uprawnienia, o którym mowa w art. 15 ust. 1-3 RODO (związanych z prawem wykonawcy do uzyskania od administratora potwierdzenia, czy przetwarzane są dane osobowe jego dotyczące, prawem wykonawcy do bycia poinformowanym o odpowiednich zabezpieczeniach, o których mowa w art. 46 RODO, związanych z przekazaniem jego danych osobowych do państwa trzeciego lub organizacji międzynarodowej oraz prawe, otrzymania przez wykonawcę od administratora kopii danych osobowych podlegających przetwarzaniu), zamawiający może żądać od osoby występującej z żądaniem wskazania dodatkowych informacji, mających na celu sprecyzowanie nazwy lub daty zakończonego postępowania o udzielenie zamówienia.  Skorzystanie przez osobę, której dane osobowe dotyczą, z uprawnienia, o którym mowa w art. 16 RODO (z uprawnienia do sprostowania lub uzupełnienia danych osobowych), nie może naruszać integralności protokołu postępowania oraz jego załączników.  W postępowaniu o udzielenie zamówienia zgłoszenie żądania ograniczenia przetwarzania, o którym mowa w art. 18 ust. 1 RODO, nie ogranicza przetwarzania danych osobowych do czasu zakończenia tego postępowania.  W przypadku gdy wniesienie żądania dotyczącego prawa, o którym mowa w art. 18 ust. 1 RODO spowoduje ograniczenie przetwarzania danych osobowych zawartych w protokole postępowania lub załącznikach do tego protokołu, od dnia zakończenia postępowania o udzielenie zamówienia zamawiający nie udostępnia tych danych, chyba że zachodzą przesłanki, o których mowa w art. 18 ust. 2 rozporządzenia 2016/679. |